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Socket Puppet: 
Operation Iulian Schifirnet @ DataCore Systems

'Shoot for the moon. Even if you miss, 
you'll land among the stars.'
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Certifications
OSEP | OSWE | OSCP | CRTP | PNPT | 

CRTO | CRTA | PJMT | PJPT | PJWT  | CCDA 

and many more…

Profession
Senior Penetration Tester @ DataCore Systems

Red Teamer by Day Craft

MMA practitioner

whoamiSocials
Linkedin: Iulian Schifirnet

Discord: @ischyr

Passionate Cybersecurity Blogger at https://ischyr.github.io dedicated to sharing insightful write-ups, practical guides, and valuable learning resources.

Achievements
- European Cyber Security Champion

- ECSC Finalist

- 1’st place at ITEC CTF

- 1’st place at CTF Eminescu

- 1’st place at HackTheZone event CTF

and many more…

https://ischyr.github.io
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Socket Puppet: Operation

A Sock Puppet Operation is the creation and use of fake online identities (or "sock puppets") to gather intelligence, engage in covert investigations, or interact with 

targets while concealing one's true identity. This method is widely used in fields like cybersecurity, law enforcement, and intelligence gathering, where anonymity is crucial 

to avoid detection.

INTRO to OPSEC How to maintain a good OPSEC while trying to find other 
peoples bad OPSEC

CASE study PRACTICAL approach

In this presentation, we will explore how to maintain strong OPSEC (Operational Security) while conducting Sock Puppet operations, the techniques to identify others’ 
OPSEC weaknesses, and real-world case studies that demonstrate the effectiveness of this approach. Understanding and properly applying these methods can provide a 
significant advantage in protecting sensitive data and conducting anonymous research or investigations.



4

ISC

Inspiration Behind the Socket Puppet Operation

During my research on modern investigative techniques, I discovered that private investigators in the U.S. frequently use the Sock Puppet methodology to gather 
intelligence on their targets. By creating fake online personas, they infiltrate social circles, monitor social media activity, and engage with their "victims" without arousing 
suspicion.

This method allows investigators to:

● Maintain anonymity while tracking targets’ online behavior.
● Collect information from unsuspecting individuals by blending into their online networks.
● Avoid detection by law enforcement or the target themselves.

Inspired by these practices, I decided to explore how this technique can be applied in cybersecurity and intelligence gathering. This presentation will show how you can 
use the same strategies to conduct investigations, all while preserving your own OPSEC.
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How the Private Investigators use 
the Socket Puppet Methodology
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Private Investigators: Socket Puppet

ISCISC

Private investigators leverage a step-by-step methodology to craft anonymous sock puppet accounts for covert investigations, ensuring complete anonymity while gathering intelligence.

Step 1: Craft Your Persona: Start by designing a believable sock puppet identity. Use the Fake Name Generator to create a name and background that fit your character perfectly.

Step 2: Create a Face: Generate a realistic profile image with This Person Does Not Exist. Inspect the image for flaws and, if necessary, edit it using tools like Photoshop or GIMP to make it look 
authentic.

Step 3: Acquire the Tools: Get a burner phone, ensuring it's wiped clean and ready to use with a Mint Mobile SIM card. Pair this with a burner credit card from Privacy.com for secure, anonymous 
purchases.

Step 4: Setup Shop: Create a temporary Amazon account to buy two Mint Mobile SIM cards for around $5. These come with a trial that includes texts, perfect for sock puppet operations. Opt for delivery 
to an Amazon pickup box for added anonymity.

Step 5: Go Incognito: Utilize a VPN to mask your location and create your sock puppet’s online presence. Activate your Mint Mobile SIM at a discreet location away from home.

Step 6: Build Your Arsenal: Use your Mint Mobile number to set up essential accounts, like Google and Protonmail. Enable two-factor authentication (2FA) on all accounts for added security.

Step 7: Switch It Up: After setting up 2FA, replace your Mint number with a more permanent one, such as MySudo or Google Voice.

Step 8: Clean Up: Once everything is in place, destroy the Mint Mobile SIM card and wipe the burner phone, leaving no trace of your sock puppet setup.

This gamified approach allows private investigators to operate under the radar, navigating the digital landscape without revealing their true identities, all while maximizing their investigative capabilities. 
Ready to dive into the world of sock puppetry? Your mission starts now!

https://www.fakenamegenerator.com/
https://www.thispersondoesnotexist.com/
https://privacy.com/
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DEMO
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Socket Puppet: Resources
Here are some valuable resources to help you create and maintain effective sock puppet accounts for OSINT (Open-Source Intelligence) investigations:

1. Creating an Effective Sock Puppet for OSINT Investigations – Introduction
Learn the fundamentals of building and maintaining a sock puppet account for intelligence gathering.

2. The Art of the Sock
A comprehensive guide on creating convincing personas and handling OSINT/HUMINT investigations securely.

3. Reddit - My Process for Setting Up Anonymous Sock Puppet Accounts
A detailed breakdown from an OSINT practitioner on creating anonymous accounts for investigation.

4. Fake Name Generator
A tool to create realistic fake identities for your sock puppet accounts.

5. This Person Does Not Exist
Generate AI-created profile images of people who don’t exist for building authentic-looking sock puppets.

6. Privacy.com
Use this service to generate virtual credit cards for secure and anonymous online transactions tied to your sock puppet.

https://web.archive.org/web/20210125191016/https://jakecreps.com/2018/11/02/sock-puppets
https://www.secjuice.com/the-art-of-the-sock-osint-humint/
https://www.reddit.com/r/OSINT/comments/dp70jr/my_process_for_setting_up_anonymous_sockpuppet/
https://www.fakenamegenerator.com/
https://www.thispersondoesnotexist.com/
https://privacy.com/join/LADFC
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How a “hacker” should use the Socket 
Puppet Methodology & OPSEC
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INTRO to OPSEC

ISCISC

Operational Security, or OPSEC, is a proactive risk management process designed to protect sensitive information from potential adversaries. It originated in military contexts but has since 
expanded to be widely used in corporate, intelligence, and cybersecurity fields. The central goal of OPSEC is to prevent critical information from being accessed or exploited by identifying potential 
threats, vulnerabilities, and risks.

● Core Concepts:
○ Critical Information: Understanding what data needs protection.
○ Threat Identification: Knowing who your adversaries are and their goals.
○ Vulnerabilities: Identifying weaknesses in your security posture.
○ Risk Analysis: Assessing the likelihood and impact of potential threats.
○ Countermeasures: Implementing strategies to reduce risks, such as encryption, anonymity, or physical security.

● Why OPSEC Matters:
○ Protects sensitive information.
○ Prevents leaks or unauthorized access.
○ Shields personal identity and activities, especially in intelligence, cyber investigations, and adversarial analysis.

In the modern landscape, OPSEC is crucial for protecting everything from personal data in cyber investigations to the secure execution of intelligence operations. It not only 
prevents unauthorized access to critical information but also helps maintain the anonymity and integrity of operations, making it an essential strategy for cybersecurity 
professionals, investigators, and intelligence agents.
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OPSEC: Resources
Here are some valuable resources to deepen your understanding of Operational Security (OPSEC) and enhance your skills in protecting sensitive information:

1. OPSEC 101: opsec101.org
Covers a comprehensive range of basic knowledge about OPSEC principles and practices.

2. Open Security Training: opensecuritytraining.info
Offers various courses and materials on security topics, including OPSEC, cybersecurity, and incident response.

3. The OPSEC Handbook: opsecguide.com
A detailed guide on OPSEC best practices, techniques, and strategies for both individuals and organizations.

4. Cybersecurity & Infrastructure Security Agency (CISA) - OPSEC: cisa.gov
Provides resources and guidelines for implementing effective OPSEC measures in both government and private sectors.

5. SANS Institute - OPSEC: sans.org
Offers professional training and resources focused on operational security and risk management.

6. The Security Awareness Company: securityawareness.unc.edu
Provides resources and training focused on creating awareness about OPSEC among employees and individuals.

https://opsec101.org/
https://opensecuritytraining.info/
https://www.opsecguide.com/
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How to Maintain Good OPSEC While Trying to Find Others' Bad OPSEC

ISCISC

How to Maintain Good OPSEC While Trying to Find Others' Bad OPSEC involves implementing strategic measures to protect your identity and sensitive information while conducting 
investigations into others' operational security weaknesses. This balancing act is crucial, as revealing your true identity could compromise the investigation and expose you to potential adversaries.

Core Concepts:

● Anonymity: Establishing a layer of protection by masking your online presence. This includes using anonymization tools to hide your IP address and engaging through sock puppet accounts 
to interact without revealing your true identity.

● Separate Virtual Identities: Creating distinct identities for personal and professional purposes. This involves using separate devices, browsers, or virtual machines specifically for 
investigations to prevent any overlap that could lead to identification.

● Secure Communications: Employing encrypted communication methods for sensitive exchanges. Avoiding public Wi-Fi networks during critical operations is essential to prevent 
interception of your communications.

● Different Categories: This encompasses a range of strategies to enhance your OPSEC, including password management techniques, awareness of data breaches, and the use of Virtual 
Private Servers (VPS) for secure browsing. It also includes managing email accounts effectively, utilizing secure backup services for data protection, implementing anti-theft measures for 
devices and many more...

● Tools to Ensure Good OPSEC: Leveraging specialized tools to enhance privacy and security. Operating systems like Tails OS focus on anonymity, while tools like Maltego aid in OSINT and 
link analysis without compromising your identity. Browser isolation techniques help maintain a clear separation between your sock puppet activities and personal browsing habits.

In today's interconnected environment, maintaining good OPSEC while investigating others' vulnerabilities is vital for ensuring the success and safety of your operations. It empowers investigators, 
cybersecurity professionals, and intelligence agents to navigate complex situations while safeguarding their identity and integrity.
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OPSEC: Anonymity
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OPSEC: Separate Virtual Identities 
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OPSEC: Secure Communications
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OPSEC: Different Categories
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OPSEC: Tools to Ensure Good OPSEC 
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CASE study

ISCISC

Content: In 2018, a private investigator utilized sock puppet accounts to uncover illicit activities within a corporate environment. By creating several fictional identities, the investigator gained 

access to restricted company communications, revealing insider threats and data leaks. The investigator maintained strict OPSEC by using burner phones, anonymous email accounts, and VPN 

services. This case highlights how effectively employing sock puppetry can reveal vulnerabilities in others' OPSEC while ensuring the investigator's identity remains hidden.
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PRACTICAL approach
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Content: To effectively implement the sock puppet methodology while maintaining OPSEC, follow these practical steps:

1. Persona Creation: Develop a believable backstory for your sock puppet using resources like fake name generators.
2. Digital Presence: Establish anonymous social media accounts tailored to your investigation.
3. Secure Tools: Use encrypted email services and secure messaging apps for all communications.
4. Physical Security: Avoid revealing personal details during in-person interactions and use secure devices for investigations.
5. Continuous Monitoring: Regularly assess your own OPSEC to adapt to new threats and methodologies.

This practical approach not only empowers you to conduct effective investigations but also safeguards your identity and information in the process.
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FAMOUS CASE pompompurin

ISCISC

Pompompurin, the alias of the notorious owner of RaidForums, exemplified poor operational security (OPSEC) practices that contributed to his downfall. His management of a popular hacking and 
data breach forum ultimately caught the attention of law enforcement agencies, leading to his arrest.

Key Points of Poor OPSEC:

1. Revealing Personal Information: Pompompurin was not discreet about his online activities, often sharing personal information and identifiable details that could be traced back to him. 
This lack of caution made it easier for investigators to link his online persona to his real identity.

2. Insecure Communication Channels: He frequently used unencrypted messaging services for communications related to illegal activities. This practice left him vulnerable to interception by 
law enforcement, who were monitoring discussions related to the forum.

3. Poor Anonymity Measures: Despite running a site that facilitated illicit activities, Pompompurin failed to implement strong anonymity measures. His reliance on a single username and 
identifiable traits on the platform compromised his ability to operate without detection.

4. Failure to Use Security Tools: Pompompurin neglected to use effective security tools, such as Virtual Private Networks (VPNs) or privacy-focused operating systems, which could have 
helped mask his online activity and location.

5. Publicly Engaging in Risky Behavior: He was known to interact publicly with other hackers and make statements that could be traced back to him. This bravado not only attracted attention 
but also provided law enforcement with leads.

Conclusion: Pompompurin's disregard for basic OPSEC principles ultimately led to his capture by law enforcement. His case serves as a critical reminder of the importance of maintaining robust 
operational security, particularly in environments dealing with sensitive or illegal activities. Effective OPSEC practices can prevent exposure and safeguard identities in high-risk scenarios.
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